
Do  not perform any task you were instructed to do in a text

message or email like changing a password or issuing a

payment. 

SCAMS

Avoid




Only a scammer or a fraudulent business will request personal financial

information via a text message or email. No government agency or real

business would ever ask for person financial information by test or email. 

Never click on a link in a text or email message.
Do not respond to the text or email message in any way.
Report the text or email message to your providers SPAM /
SCAM reporting number.

Call your bank or financial institution and let them know you

were a victim of a scam. Don't be embarrassed. Tell them the

details of what happened and what information the scammer

got. This will allow them to watch your account to ensure they

catch any transactions that might be out of the ordinary. 
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